

**Beveiligings-** **en Privacyprotocol**

**Psychologenbureau Boluijt** heeft een beveiligingsbeleid voor de beveiliging van de persoonsgegevens en heeft getracht in navolging van de wet AVG alle noodzakelijke acties te ondernemen om de persoonsgegevens zo maximaal mogelijk te beschermen. De veiligheid van persoonsgegevens (inclusief e-mails en documenten) wordt onder andere bewaakt door gebruik te maken van een met zogenaamde 'sterke wachtwoorden’ beveiligde digitale omgeving en het maken van regelmatige back-ups.

Via de website van Psychologenbureau Boluijt zullen geen gegevens worden gegenereerd dan sec de (persoons)gegevens die via het e-mailadres, wat op de website vernoemd staat, naar Psychologenbureau Boluijt worden toegezonden.

De opgeslagen persoonsgegevens worden regelmatig geback-upt, om te voorkomen dat de gegevens bij een calamiteit verloren gaan. Deze back-ups worden volgens protocol gemaakt. Back-ups worden sowieso eens per termijn van zes maanden gemaakt op alle lopende dossiers en tevens tussentijds  indien de gegevens om aanpassing (correctie, aanpassing of verwijdering) vragen. De persoonsgegevens worden gecheckt en waar nodig aangepast in het cliëntvolgsysteem. De back-ups worden in een tegen brand en inbraak beschermde en af te sluiten omgeving bewaard. De wettelijke bewaartermijn van cliëntdossiers is 15 jaar. Er worden niet meer persoonsgegevens vastgelegd dan noodzakelijk is voor het doel waarvoor ze gebruikt worden. Zie hiervoor ook het Privacyreglement onder art. 6 ‘ Rechtmatige verwerking’. Wanneer persoonsgegevens onvolledig zijn zullen deze i.o.m. de persoon in kwestie worden aangevuld. Zie hiervoor ook het Privacyreglement onder art. 12 ‘Recht op correctie, aanvulling, verwijdering’. Ook zal overleg met de betrokkene plaatsvinden indien de persoonsgegevens dienen te worden gecorrigeerd of verwijderd als deze onjuist blijken te zijn.
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| Het beveiligingsbeleid heeft de volgende onderdelen:
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| Onderdeel: | Dossiers, e-mails en documenten. |
| Beveiligingsmaatregelen: | Dossiers worden veilig bewaard in een af te sluiten ruimte. E-mails en documenten worden veilig bewaard in een met sterke wachtwoorden beveiligde digitale omgeving. |
| Beveiligingsmaatregelen bij verwerker of bewerker: | Verwerker en bewerker heeft de hiervoor genoemde maatregelen getroffen. |
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